UNCONVENTIONAL EXPLOITS IN THE INTERNET OF THINGS

ABSTRACT: The widespread and increasing prevalence of networked devices opens new paths of attack, creating new security challenges. Some of these challenges are conventional cyber-security issues, exacerbated by the much larger and more diverse network now available. Others involve attacks that exploit the interface between cyber and physical domains, for example using physical means to exfiltrate data stored on computer systems, or using network access to physical controls to manipulate or damage physical systems. In this talk, I will discuss the range of these challenges and some workable methods to mitigate them. I will also present research performed at Adventium on using AI planning techniques to explore the range of possible cyber/physical exploits for a moderately complex device.
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